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Issue 04-06
National Laboratories IT Summit keynote speaker urges collaboration
By Rick Bolton

Information technology professionals should look ahead, listen to each other’s point of view and collaborate to make things happen.

That’s how information technology will grow and mature as a discipline, according to Darwin John, keynote speaker of the National Laboratories Information Technologies Summit.

Sponsored by the INEEL’s Information Technologies Directorate, the 2004 National Laboratories Information Technologies Summit in Jackson, Wyo., attracted IT professionals from DOE labs to exchange ideas June 20-23. For its 90 work sessions, the Summit brought together 330 participants from 23 labs/sites, along with more than 20 vendors.

In opening remarks at the Summit, Paul Kearns, INEEL Laboratory director, said lab management and the IT Directorate are excited to continue the tradition of exchanging ideas, strengthening IT resources, and providing cost efficiencies across DOE labs and sites.
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“We need to stop looking back and fussing with each other about what went wrong, and instead, look forward to making things right and collaborating with each other,” said John, who a few years ago accepted the task of upgrading the FBI’s antiquated information technologies system because he viewed it as “the Everest of IT challenges.”

A former CIO at Scott Paper and other large organizations, John told attendees that chief information officers must be willing to collaborate with their IT peers and subordinates because the job is so complex that no one individual has the answers to all IT problems within an agency or organization.

“Security, for instance, is at the top of the list of priorities for most CIOs, and you cannot see all aspects of security from one viewing point,” John said. Although some CIOs would like absolute solutions in an urgent time frame, they need the collective viewpoints and wisdom of the chief technology officer and the chief operating officer, as well as staff involved with data management, project management, facilities, and internal and external networks.

By getting the right set of people together in the CIO office to express their views, IT leaders can recognize and appreciate each other’s expertise, prioritize problems and agree on the best solutions, John said.

As head of the FBI’s Information Technologies organization, John saw first hand the need to both collaborate within the bureau and with other related agencies such as Homeland Security, the Defense Department, and the intelligence and law enforcement communities.

John noted that as computing evolves and information becomes a more central asset to an organization’s operations, IT plays a more central plank in an organization’s ability to succeed.

He said that while collaboration is essential to finding best solutions, management hierarchy also is necessary because once a decision is made, the entire team needs to support the CIO in carrying out the solution to a problem.

Stephanie Fohn, the Tuesday keynote speaker, told attendees Web security is becoming increasingly important as organizations and individuals transact more business on the Internet. She noted more than 600 million individuals now use the Internet worldwide.
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Fohn, who has a broad base of management and entrepreneurial experience, with particular expertise in information security, said security is critical whenever you are transacting business or sharing important or private data.

She warned colleagues not to believe the five myths of Web applications security, which she outlined as, “We are secure because...

· We use SSL (Secure Sockets Layer) to encrypt data,

· Firewalls protect the Web site from hackers,

· My network vulnerability scanner reported no serious issues

· Our developers write perfect code, and

· We have annual security assessments.”

In his remarks, INEEL’s Paul Kearns pointed out collaboration helps everyone in the DOE laboratory system because of these benefits: Improving design and execution, reducing duplicate efforts, providing opportunities to disseminate research results, improving focus and efficiency, creating opportunities for potential partnerships and commercialization, and advancing scientific inquiry in any field.

The Summit, which was booked to capacity weeks before it began, was coordinated by Carla Cavaiani and Sharlene Williams, the Summit hosts, under the direction of Al Lewis, Information Technologies director. Carl Lovell made arrangements for the keynote speakers to appear.
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The Summit concluded with the presentation of a highlights video of photos taken throughout the Summit by IT Services employees. Al Lewis, INEEL Information Technologies director, gave closing remarks. 

“The NLIT Summit exceeded all expectations,” Lewis said. “It was a time of significant cross-laboratory integration and networking,” said Lewis, who also served as NLIT Summit director. “Perhaps most importantly, it was a time for forging new partnerships for future working relationships.”

NLIT Web site: http://www.inel.gov/conferences/nlit/
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Paul Kearns, INEEL lab director, welcomed those attending the NLIT Summit in Jackson by noting that the 90 sessions span a broad spectrum of topics and the presenters represent a vast array of knowledge, experience and expertise.
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Darwin John, right, keynote speaker of the NLIT Summit, responds to questions about many years of experience as an information technologies leader at the FBI and elsewhere.
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As NLIT Summit director, Al Lewis thanked everyone for attending and encouraged IT professionals from the various labs to continue their collaboration and information sharing.
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Stephanie Fohn, an Internet security specialist, advised those attending the Summit to avoid becoming complacent when countering security threats. 








This document can be found at iLights.inel.gov.
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